
Blockchain-Based Proof of GDPR Compliance

Deploying blockchain solutions can create unique GDPR challenges. It is sometimes
misunderstood that “Blockchain's immutability conflicts with the GDPR's right to be forgotten
policy.” However, Dragonchain is built with the principles of privacy by design. We provide proof of
GDPR compliance on blockchain that won’t expose personally identifiable information. This
guarantees personal data stored inside will be protected, with respect to user consent.

Dragonchain maintains a provably accurate and tamper-proof on-chain audit log to demonstrate
compliance and accountability with regulations (GDPR, HIPAA, other), enabling users to manage
preferences and maintain detailed records of users’ consent.

Dragonchain can be used to automate the tracking and management of consent, including subject
access requests (SAR) and right to be forgotten. With our Proof Systems, organizations can prove
that an event happened, when it happened, who it happened to, and who provided any associated
service.

Dragonchain makes it possible to prove compliance for all technical requirements (e.g. GDPR,
CCPA, the right to be forgotten, subject access requests, data retention) to address the copious
amounts of regulation that industries currently face.

Learn more about how Dragonchain gives businesses the tools to adhere to and prove
GDPR/CCPA compliance:

● Dragonchain.com
● https://dragonchain.com/blog/5-things-you-should-know-about-dragon-factor
● https://dragonchain.com/blog/factor-spin-off-myfii
● https://dragonchain.com/blog/blockchain-in-healthcare
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